Counter Piracy (CP) operations are being conducted off the Horn of Africa and in the Indian Ocean by many separate naval forces operating under a variety of command arrangements. NATO’s involvement began in late 2008 under a UN remit to protect humanitarian assistance vessels and expanded during 2009 to become Operation OCEAN SHIELD (OOS) with the task to combat piracy and build regional capacity to combat piracy.

Upon initial NATO involvement, DSACT observed considerable confusion, duplication of effort and poor coordination among CP forces. Out this concern arose a JALLC task with the following analysis requirements:

- Within the framework of OOS, identify what information is and should be shared, as well as how, between NATO and external entities.
- Examine the conduct of sharing information with external entities in that context and with respect to existing Policy, doctrine, and directives of NATO.
- Recommend courses of action to facilitate information sharing to enable coherent planning and execution of NATO maritime operations in which cooperation with external entities is necessary.

JALLC found considerable improvement in information sharing since CP operations began. There is a clear sense of professionalism and dedicated effort to overcome barriers to sharing among the CP forces. A key finding of this report is the need for improved shared situational awareness through information assurance and an enhanced ability to exchange information. Additionally, NATO commanders need to clearly articulate information exchange requirements, ensuring a consistent approach to what needs to be shared, with whom, and how often.

Although much of the required information to be exchanged is unclassified, there is a need to share classified information. Similar observations in other NATO theatres of operation have resulted in recent changes to NATO’s security policy that ease the process of releasing and sharing classified information; these processes have so far remained relatively unutilized in OCEAN SHIELD.

NATO has not articulated a clear policy on the handling and sharing of criminal evidence and personal information, largely due to differing policies of member nations, limiting sharing with international organizations like INTERPOL.

Finally, it was well recognized that Merchant Mariners need information available from CP forces. However, misunderstandings about what type of information is needed and how it can best be conveyed hampers the exchange.
PROJECT EXECUTION

Research was conducted from August 2010 to June 2011 at multiple locations including Portugal, Middle East, Africa, NATO HQ, SHAPE, and HQ SACT. The team collected data—including mission documents and orders—from all headquarters involved in, or associated merchant liaison organizations and Interpol.

The project team reviewed and discussed work initiated by NATO Centres of Excellence (COE), such as the COE for Combined and Joint Operations from the Sea, and the NATO Maritime Interdiction Training Centre (NMIOTC). In addition, the project team used information from previous JALLC analysis projects that had examined information sharing in Afghanistan and in Operation ACTIVE ENDEAVOR.
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